
Η πράξη για τις 
ψηφιακές υπηρεσίες 
(DSA) µε απλά λόγια
Τι πρέπει να κάνουν οι 
επιγραµµικές (online) 
πλατφόρµες για την προστασία 
παιδιών και εφήβων 
στο διαδίκτυο
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Τι είναι η πράξη για τις ψηφιακές υπηρεσίες (DSA);

Οι επιγραµµικές (online) πλατφόρµες είναι σηµαντικό κοµµάτι της 
καθηµερινότητας των παιδιών και των εφήβων, καθώς σε αυτές 
επικοινωνούν µε τους φίλους τους, παρακολουθούν βίντεο, 
παίζουν ή µαθαίνουν καινούργια πράγµατα. Όµως το διαδίκτυο 
επιφυλάσσει σοβαρούς κινδύνους. Τα παιδιά και οι έφηβοι µπορεί:

‣ να υποστούν κυβερνοεκφοβισµό (cyberbullying)·

‣ να τους προσεγγίσουν άγνωστοι µε κακές
προθέσεις·

‣ να δουν επιβλαβές ή ανησυχητικό περιεχόµενο
µε το οποίο θα αισθανθούν άβολα ή θα νιώσουν
φόβο ή αναστάτωση·

‣ να πιεστούν να πραγµατοποιήσουν αγορές·

‣ να συµµετάσχουν σε επικίνδυνες προκλήσεις·

‣ να µην µπορούν να αφήσουν το κινητό από τα
χέρια τους ή να απενεργοποιήσουν την κονσόλα
παιχνιδιού.

Για να βοηθήσει να γίνει ασφαλέστερο το διαδίκτυο, το 2022 η Ευρωπαϊκή Ένωση (ΕΕ) δηµιούργησε 
την πράξη για τις ψηφιακές υπηρεσίες (DSA), η οποία ισχύει για τις επιγραµµικές πλατφόρµες 
(ευρωπαϊκές και µη) που είναι διαθέσιµες στην ΕΕ. Στόχος της είναι να προστατεύσει από τους 
παραπάνω αλλά και από άλλους κινδύνους όλους τους χρήστες του διαδικτύου —µεταξύ αυτών 
παιδιά και εφήβους—, καθώς και να προστατεύσει τα θεµελιώδη δικαιώµατά τους στο διαδίκτυο.

Όλες οι επιγραµµικές πλατφόρµες οφείλουν να 
τηρούν όσα προβλέπονται στην πράξη αυτή και να 
προάγουν τη διαδικτυακή ασφάλεια των χρηστών 

στην ΕΕ.

Πώς προστατεύει η DSA τα παιδιά και τους εφήβους;
Σύµφωνα µε την DSA, οι επιγραµµικές πλατφόρµες πρέπει να 
προσφέρουν στους ανηλίκους που χρησιµοποιούν τις υπηρεσίες 
τους υψηλό επίπεδο ιδιωτικότητας, ασφάλειας και προστασίας. 
Αυτό σηµαίνει ότι τα παιδιά και οι έφηβοι θα πρέπει να αισθάνονται 
προστατευµένοι και ασφαλείς όταν χρησιµοποιούν εφαρµογές, µέσα 
κοινωνικής δικτύωσης και παιχνίδια που υπάγονται σε αυτόν τον νόµο. Οι 
µεγαλύτερες πλατφόρµες, οι οποίες αριθµούν πάνω από 45 εκατοµµύρια 
χρήστες στην ΕΕ, όπως το TikTok, το Instagram και το Snapchat, οφείλουν 
επίσης να εντοπίζουν και να αξιολογούν άλλους πιθανούς κινδύνους για τα 
παιδιά και τους εφήβους που 
χρησιµοποιούν τις υπηρεσίες τους.

Θέλετε να µάθετε 
περισσότερα για την 
DSA; ∆είτε αυτό το 

εγχειρίδιο που εξηγεί τα 
µέτρα για την προστασία 

των παιδιών και των 
νέων στο διαδίκτυο.

Τον Ιούλιο του 2025 η Ευρωπαϊκή 
Επιτροπή δηµοσίευσε 
κατευθυντήριες γραµµές για την 
προστασία των ανηλίκων ώστε να 
γίνει κατανοητό από όλες τις 
πλατφόρµες τι πρέπει να κάνουν για 
την προστασία παιδιών και εφήβων 
στο διαδίκτυο. Το παρόν εγχειρίδιο 
εξηγεί πώς λειτουργούν αυτές οι 
κατευθυντήριες γραµµές.

1. Ποιοι πρέπει να τηρούν τις κατευθυντήριες γραµµές για την προστασία των ανηλίκων; 4

2. Ποιες είναι οι βασικές αρχές; 5

3. Συστάσεις 6

Εκτίµηση κινδύνων: σε κάθε πλατφόρµα υπάρχουν διαφορετικοί κίνδυνοι 6

∆ιασφάλιση της ηλικίας: µε ποιον τρόπο οι πλατφόρµες ελέγχουν την ηλικία σας 6

Εγγραφή: πληροφόρηση και ενδυνάµωση από το πρώτο βήµα 10

Ρυθµίσεις λογαριασµού: πώς να ελέγχετε την ιδιωτικότητα και την ασφάλειά σας 11

∆ιεπαφές: σχεδιάζοντας εύχρηστες και ασφαλείς πλατφόρµες 13

Συστήµατα συστάσεων και λειτουργίες αναζήτησης: βοηθώντας τα παιδιά να διατηρούν τον έλεγχο  14
Εµπορικές πρακτικές: βοηθώντας τους νέους να κατανοήσουν τι προωθείται και πωλείται 15

Έλεγχος περιεχοµένου: ασφάλεια και σεβασµός στις πλατφόρµες 16
Υποβολή αναφορών: διευκολύνοντας τους ανηλίκους να µιλήσουν και να αναζητήσουν βοήθεια 17

Εργαλεία για γονείς και κηδεµόνες 18

4. Ποιος εξασφαλίζει ότι τηρούνται οι κανόνες της DSA; 19

5. Τι θα συµβεί στη συνέχεια; 19
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https://op.europa.eu/el/publication-detail/-/publication/f3556a65-88ea-11ee-99ba-01aa75ed71a1
https://commission.europa.eu/strategy-and-policy/priorities-2019-2024/europe-fit-digital-age/digital-services-act_el
https://digital-strategy.ec.europa.eu/el/library/commission-publishes-guidelines-protection-minors
https://op.europa.eu/el/publication-detail/-/publication/f3556a65-88ea-11ee-99ba-01aa75ed71a1
https://op.europa.eu/el/publication-detail/-/publication/f3556a65-88ea-11ee-99ba-01aa75ed71a1
https://op.europa.eu/el/publication-detail/-/publication/f3556a65-88ea-11ee-99ba-01aa75ed71a1
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1. Τα δικαιώµατα των παιδιών έχουν προτεραιότητα
Οι πλατφόρµες πρέπει να σέβονται τα δικαιώµατα των
παιδιών και να λειτουργούν πάντοτε µε γνώµονα το
συµφέρον τους. Τα δικαιώµατα αυτά περιλαµβάνουν:

‣ την προστασία·

‣ την απαγόρευση των διακρίσεων·

‣ την ένταξη·

‣ την ιδιωτικότητα·

‣ την πρόσβαση σε πληροφορίες και
εκπαίδευση·

‣ την ελευθερία της έκφρασης·

‣ τη συµµετοχή.

Αυτό σηµαίνει ότι οι υπηρεσίες τους θα πρέπει να σχεδιάζονται, να αναπτύσσονται και να λειτουργούν έτσι 
ώστε να διασφαλίζονται πάντοτε η ασφάλεια, η ιδιωτικότητα και η προστασία των παιδιών.

2. Ασφάλεια από τον σχεδιασµό
Οι πλατφόρµες δεν θα πρέπει να περιµένουν να προκύψουν προβλήµατα.
Αντίθετα, θα πρέπει να φροντίζουν ώστε να υπάρχει εξαρχής
ιδιωτικότητα, ασφάλεια και προστασία στις υπηρεσίες τους. Τα επιµέρους
χαρακτηριστικά θα πρέπει να είναι κατάλληλα για τις διάφορες ηλικίες και
τα στάδια ανάπτυξης των παιδιών.

3. Κατανόηση των αναγκών των χρηστών
Οι πλατφόρµες πρέπει να εξετάζουν προσεκτικά πώς
χρησιµοποιούν τα παιδιά και οι έφηβοι τις υπηρεσίες τους και
ποιους κινδύνους ενδέχεται να αντιµετωπίσουν, όπως:

‣ κυβερνοεκφοβισµό·

‣ επιβλαβές περιεχόµενο·

‣ υπερβολική χρήση.

Έπειτα, πρέπει να βρίσκουν λύσεις για τη µείωση των κινδύνων αυτών.

1. Ποιοι πρέπει να τηρούν τις κατευθυντήριες γραµµές για την
προστασία των ανηλίκων; 2. Ποιες είναι οι βασικές αρχές;

Οι κατευθυντήριες γραµµές βασίζονται σε τρεις κεντρικές ιδέες:Εάν µια πλατφόρµα χρησιµοποιείται από παιδιά και εφήβους —ή εάν είναι πιθανό να έχουν 
πρόσβαση σε αυτή— τότε η πλατφόρµα αυτή πρέπει να τηρεί τους κανόνες και τις 
κατευθυντήριες γραµµές της DSA για την προστασία των ανηλίκων.

Ιστότοποι που έχουν σχεδιαστεί για ενήλικες δεν αρκεί να δηλώνουν απλώς ότι, σύµφωνα µε 
τους κανόνες τους, «δεν επιτρέπεται η πρόσβαση σε παιδιά» και να αγνοούν την 
πραγµατικότητα. Εάν γνωρίζουν ότι το περιεχόµενό τους είναι προσβάσιµο και σε νεότερα 
άτοµα, οφείλουν να τηρούν τις κατευθυντήριες γραµµές.

Οι πλατφόρµες για τις οποίες ισχύουν οι κατευθυντήριες 
γραµµές είναι, µεταξύ άλλων:

‣ τα µέσα κοινωνικής δικτύωσης (όπως
το TikTok, το Instagram, το Snapchat, το
Yubo, το BeReal κ.λπ.)·

‣ οι ιστότοποι ανταλλαγής βίντεο και
ροής δεδοµένων (streaming) (όπως το
YouTube, το Twitch κ.λπ.)·

‣ παιχνίδια στα οποία οι χρήστες µπορούν
παίζοντας να δηµιουργούν το δικό τους
περιεχόµενο (όπως το Roblox, το Minecraft
κ.λπ.)·

‣ οποιοσδήποτε ιστότοπος ή εφαρµογή όπου
οι χρήστες µπορούν να βλέπουν, να
αναρτούν και να κοινοποιούν
περιεχόµενο (όπως το Discord, το Reddit
κ.λπ.).

Σηµείωση: Το DSA δεν εφαρµόζεται σε 
υπηρεσίες ή λειτουργίες ιδιωτικών µηνυµάτων.
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Για να γίνουν οι πλατφόρµες πιο ασφαλείς —και για να µη 
χρησιµοποιούν τα παιδιά και οι έφηβοι υπηρεσίες που δεν είναι 
κατάλληλες για την ηλικία τους— είναι σηµαντικό να 
διασφαλίζεται ότι οι χρήστες είναι στην κατάλληλη ηλικία για να 
έχουν πρόσβαση σε συγκεκριµένο περιεχόµενο. 
Σε αυτό χρησιµεύει η διασφάλιση της ηλικίας. 
Η διασφάλιση της ηλικίας γίνεται µε τη χρήση εργαλείων µε τα 
οποία µπορεί:

‣ να εξακριβωθεί ή να εκτιµηθεί η ηλικία ενός χρήστη· ή

‣ να επιβεβαιωθεί εάν κάποιο άτοµο είναι µεγαλύτερο ή
µικρότερο από µια συγκεκριµένη ηλικία.

Οι κατευθυντήριες γραµµές συνιστούν στις πλατφόρµες να ελέγχουν τακτικά 
κατά πόσο οι υπηρεσίες τους εµπεριέχουν κινδύνους για παιδιά και 
εφήβους και να κατανοούν το πώς και το γιατί συµβαίνει αυτό. Θα πρέπει να 
βρίσκουν τη σωστή ισορροπία ανάµεσα:  

‣ στο να επιτρέπουν στα παιδιά και στους εφήβους να
κοινοποιούν το περιεχόµενό τους, τις ιδέες και τις σκέψεις τους·

‣ στο να τους δίνουν την ευκαιρία να εξερευνήσουν, να παίξουν
και να µάθουν καινούργια πράγµατα στο διαδίκτυο...

...και στο να εγγυώνται ταυτόχρονα την ασφάλειά τους!   

3. Συστάσεις

Μόλις εντοπιστούν κίνδυνοι, οι πλατφόρµες πρέπει να ανταποκρίνονται 
παρέχοντας αποτελεσµατικές λύσεις —χωρίς να περιορίζουν τις 
σηµαντικές ευκαιρίες και τα οφέλη που µπορούν να απολαµβάνουν τα 
παιδιά στο διαδίκτυο.

β. ∆ιασφάλιση της ηλικίας: µε ποιον τρόπο οι πλατφόρµες 
ελέγχουν την ηλικία σας

Το γνωρίζατε;
Πρέπει να είστε άνω των 13 ετών για να χρησιµοποιείτε το 
TikTok, το Snapchat, το Instagram, το BeReal και το Steam!

Τρόποι διασφάλισης ηλικίας
Υπάρχουν 3 κύριοι τρόποι µε τους οποίους οι πλατφόρµες µπορούν 
να ελέγχουν την ηλικία ενός χρήστη:

Ας ρίξουµε µια µατιά στις συστάσεις που πρέπει να τηρούν οι πλατφόρµες για την προστασία παιδιών και εφήβων 
στο διαδίκτυο.

α. Εκτίµηση κινδύνων: σε κάθε πλατφόρµα υπάρχουν 
διαφορετικοί κίνδυνοι

Τι είναι το πορτοφόλι 
ψηφιακής ταυτότητας της 
ΕΕ; Είναι µια δωρεάν 
εφαρµογή (διαθέσιµη από 
το 2026) που βοηθά τους 
κατοίκους της Ευρώπης:
‣ να διατηρούν

σηµαντικά έγγραφά
τους ασφαλή σε ένα
σηµείο·

‣ να αποδεικνύουν την
ταυτότητά τους τόσο
στο διαδίκτυο όσο και
διά ζώσης.

Μοιάζει µε ψηφιακό 
πορτοφόλι όπου µπορείτε 
να µεταφέρετε την 
ταυτότητά σας και άλλα 
σηµαντικά έγγραφα.

1. ∆ήλωση του χρήστη
Εισάγετε την ηµεροµηνία γέννησής σας ή επιλέγετε «Ναι,
είµαι άνω των 13 ετών» ή «Ναι, είµαι άνω των 18 ετών». Ο
τρόπος αυτός είναι γρήγορος, αλλά µπορεί εύκολα να πει
κανείς ψέµατα, συνεπώς δεν είναι ιδιαίτερα
αποτελεσµατικός ούτε αξιόπιστος.

2. Εκτίµηση ηλικίας
Η τεχνολογία εκτιµά την ηλικία σας µε βάση στοιχεία όπως:
> σάρωση προσώπου·
> τρόπος πληκτρολόγησης·
> τα ενδιαφέροντά σας.

Ο τρόπος αυτός δεν είναι τέλειος —δεν εντοπίζει την ακριβή ηλικία 
σας, ενώ ενδέχεται και να παραβιάζει την ιδιωτικότητά σας.

3. Επαλήθευση ηλικίας
Αυτή είναι η πιο ακριβής µέθοδος από όλες. Ελέγχει την
ηλικία σας µε βάση:

> επίσηµα έγγραφα, όπως το διαβατήριό σας·

> αξιόπιστες ψηφιακές ταυτότητες, όπως ένα δελτίο

ταυτότητας που εκδίδεται από το κράτος, ή το πορτοφόλι

ψηφιακής ταυτότητας της ΕΕ (EU Digital Identity Wallet). Η

τελευταία µέθοδος προστατεύει την ιδιωτικότητά σας,

καθώς επιτρέπει στους χρήστες να αποδείξουν την ηλικία

τους χωρίς να αποκαλύψουν άλλα προσωπικά τους στοιχεία.

https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
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Ποιες µεθόδους πρέπει να χρησιµοποιούν οι πλατφόρµες;

3. Συστάσεις

Η διασφάλιση ηλικίας φαίνεται κάπως περίπλοκη, 
σωστά; Αυτός ο οδηγός για τη διασφάλιση ηλικίας 

µπορεί να σας βοηθήσει να την κατανοήσετε!

Μπορεί πραγµατικά µια εφαρµογή να 
επαληθεύσει την ηλικία σας;

Ναι! Η Ευρωπαϊκή Επιτροπή προσπαθεί να βρει µια λύση! Τον Ιούλιο 
του 2025 εγκαινίασε µια πιλοτική εφαρµογή επαλήθευσης της 

ηλικίας. 

Αυτή έχει σχεδιαστεί ώστε:

‣ να είναι φιλική προς τον χρήστη·

‣ να επιτρέπει στους χρήστες να αποδείξουν
ότι είναι άνω των 18 ετών·

‣ να αποφεύγει να ζητά οποιαδήποτε άλλα
προσωπικά στοιχεία.

Με τον τρόπο αυτό εξασφαλίζεται ότι η πρόσβαση σε συγκεκριµένο 
διαδικτυακό περιεχόµενο παραµένει ασφαλής και κατάλληλη 

για την ηλικία του χρήστη.

Θέλετε να µάθετε περισσότερα για την προσέγγιση της ΕΕ για την επαλήθευση ηλικίας; 
Σαρώστε τον κωδικό QR για περισσότερες πληροφορίες!

Οι επιγραµµικές πλατφόρµες θα πρέπει:

‣ να εξηγούν τον τρόπο ελέγχου της ηλικίας µε τρόπο εύκολα
κατανοητό σε παιδιά και εφήβους·

‣ να ρωτούν την ηλικία ενός χρήστη µόνο όταν είναι
πραγµατικά απαραίτητο για την ασφάλειά του·

‣ να χρησιµοποιούν την απλούστερη αποτελεσµατική µέθοδο
χωρίς να ζητούν περισσότερες πληροφορίες από όσες
χρειάζονται·

‣ να εγγυώνται ότι όλες οι µέθοδοι διασφάλισης της ηλικίας
είναι ακριβείς, δίκαιες και δύσκολο να παρακαµφθούν·

‣ να προσφέρουν πάνω από µία επιλογές ώστε να µην
αποκλείουν κανέναν·

‣ να επιτρέπουν στους χρήστες να κάνουν ένσταση όταν η
ηλικία τους δεν έχει εκτιµηθεί σωστά.

Υπηρεσίες χαµηλού 
κινδύνου (low risk)

Υπηρεσίες µέτριου 
κινδύνου (medium risk) 
π.χ. ορισµένες πλατφόρµες 

µέσων κοινωνικής δικτύωσης

Υπηρεσίες υψηλού κινδύνου 
(high risk) 

π.χ. τυχερά παιχνίδια, υπηρεσίες 
γνωριµιών και περιεχόµενο για 

ενήλικες ή οποιοδήποτε περιεχόµενο 
επισηµασµένο ως 18+

Προτεινόµενη µέθοδος:  
Ενδέχεται να αρκούν άλλα 

µέτρα ασφαλείας

Προτεινόµενη µέθοδος:
Εκτίµηση ηλικίας 

ή επαλήθευση ηλικίας

Προτεινόµενη µέθοδος: 
Επαλήθευση ηλικίας

https://better-internet-for-kids.europa.eu/en/age-assurance-guide/explainers
https://better-internet-for-kids.europa.eu/en/age-assurance-guide/explainers
https://digital-strategy.ec.europa.eu/en/policies/eu-age-verification
https://digital-strategy.ec.europa.eu/el/policies/eu-age-verification
https://digital-strategy.ec.europa.eu/el/policies/eu-age-verification
annar
Linea

annar
Linea



10 11

‣ Ο περιορισµός των επαφών: να ελέγχεται ποιος µπορεί να
ακολουθήσει ή να στείλει µήνυµα στο παιδί ή στον έφηβο.

‣ Η απενεργοποίηση επικίνδυνων
χαρακτηριστικών από προεπιλογή, π.χ.:

> εντοπισµός θέσης·
> αυτόµατη αναπαραγωγή βίντεο·
> µικρόφωνο και κάµερα·
> συγχρονισµός επαφών·
> παρακολούθηση.

‣ Η αποτροπή αγνώστων από
την παρακολούθηση ή τη λήψη περιεχοµένου.

‣ Ο διαµοιρασµός των στοιχείων επικοινωνίας (όπως η
διεύθυνση email και ο αριθµός τηλεφώνου) µόνο µε ρητή
άδεια.

‣ Η διαχείριση ειδοποιήσεων: να απενεργοποιούνται οι
ειδοποιήσεις αυτόµατης προώθησης (push
notifications) ή οι επείγουσες ειδοποιήσεις (alerts)
από συγκεκριµένους χρήστες ή εφαρµογές ή κατά τις ώρες
του ύπνου.

‣ Η µείωση της υπερβολικής χρήσης µέσω της
απενεργοποίησης χαρακτηριστικών όπως:

> likes («µου αρέσει») και αντιδράσεων·
> στοιχείων όπως το «Ο/Η... πληκτρολογεί»·
> της λειτουργίας «∆ιαβάστηκε».

‣ Η προστασία της ψυχικής υγείας: να απενεργοποιούνται
τα φίλτρα εικόνας που ενδέχεται να επηρεάζουν αρνητικά την
εικόνα του σώµατος ή την αυτοεκτίµηση.

Όταν µια πλατφόρµα ζητά από τους χρήστες να εγγραφούν, συχνά είναι µια καλή ευκαιρία για: 

‣ να κοινοποιήσει στους χρήστες σηµαντικές
πληροφορίες ασφαλείας·

‣ να τους δώσει εκπαιδευτικές συµβουλές·

‣ να διασφαλίσει είναι ηλικιακά αρκετά µεγάλοι
ώστε να έχουν πρόσβαση.

Για να τα κάνουν όλα αυτά σωστά, οι πλατφόρµες πρέπει:

‣ να εξηγούν µε σαφήνεια γιατί απαιτείται εγγραφή και
ποια είναι τα οφέλη·

‣ να διατηρούν τη διαδικασία απλή και προσβάσιµη,
ειδικά για παιδιά και εφήβους µε πρόσθετες ανάγκες
προσβασιµότητας ή αναπηρία·

‣ να µην ενθαρρύνουν την εγγραφή σε χρήστες κάτω από
ένα συγκεκριµένο ηλικιακό όριο·

‣ να διευκολύνουν τα παιδιά και τους εφήβους να
αποσυνδεθούν ή να διαγράψουν τον λογαριασµό
τους ανά πάσα στιγµή·

‣ να χρησιµοποιούν την εγγραφή για να εισάγουν και να
εξηγούν στους χρήστες βασικά χαρακτηριστικά
ασφαλείας όπως:

> ρυθµίσεις απορρήτου,
> προεπιλεγµένα µέτρα προστασίας,
> εργαλεία υποβολής αναφορών·

‣ να βοηθούν τα παιδιά και τους εφήβους να κατανοήσουν:

> ποια µέσα ασφαλείας είναι διαθέσιµα,
> πώς να αναζητήσουν βοήθεια εάν χρειαστεί.

γ. Εγγραφή: πληροφόρηση και ενδυνάµωση από το πρώτο βήµα

3. Συστάσεις

Η εγγραφή δεν 
σχετίζεται µόνο µε τη 

δηµιουργία ενός 
λογαριασµού. Αποτελεί 
και µια ευκαιρία για την 

πλατφόρµα να 
διασφαλίσει ότι οι νέοι 
χρήστες που ξεκινούν 

τώρα να τη 
χρησιµοποιούν 

παραµένουν ασφαλείς 
και ενηµερωµένοι και 
διατηρούν τον έλεγχο.

δ.  Ρυθµίσεις λογαριασµού: πώς να ελέγχετε την ιδιωτικότητα 
και την ασφάλειά σας 
Οι ρυθµίσεις λογαριασµού µπορούν να βοηθήσουν τα παιδιά, τους εφήβους 
και τους γονείς τους να διαχειριστούν την παρουσία τους στο διαδίκτυο —
ελέγχοντας π.χ. πόσα προσωπικά στοιχεία τους είναι ορατά σε άλλους ή πόσο 
εύκολο είναι να έρθουν άλλοι σε επαφή µαζί τους.
Καθώς οι περισσότεροι άνθρωποι δεν αλλάζουν τις προεπιλεγµένες ρυθµίσεις 
λογαριασµού, οι πλατφόρµες οφείλουν να εξασφαλίζουν ότι οι ρυθµίσεις 
αυτές είναι απόρρητες, ασφαλείς και προστατευµένες εξαρχής.
Στις προεπιλεγµένες ρυθµίσεις θα πρέπει να περιλαµβάνονται:
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∆ιεπαφή είναι το πώς εµφανίζεται και λειτουργεί µια επιγραµµική πλατφόρµα, δηλαδή αυτό που 
βλέπετε στην οθόνη σας και ο τρόπος που αλληλεπιδράτε µαζί του. Μια καλά σχεδιασµένη διεπαφή 
µπορεί να βοηθήσει παιδιά και εφήβους να παραµένουν ασφαλείς, να αισθάνονται σιγουριά και 
να απολαµβάνουν τον χρόνο τους στο διαδίκτυο.
Προκειµένου να αποτρέπουν την υπερβολική χρήση και τις εθιστικές συµπεριφορές, αλλά και για να 
διευκολύνουν την αποσύνδεση του χρήστη, οι πλατφόρµες θα πρέπει να αποφεύγουν χαρακτηριστικά 
όπως:

‣ απεριόριστη κύλιση («σκρολάρισµα») —όταν η σελίδα
φτάνει µέσω κύλισης στο κάτω µέρος της, να
ανανεώνεται αυτόµατα µε νέο περιεχόµενο·

‣ λειτουργία «σύρετε για ανανέωση»·

‣ διαρκείς ειδοποιήσεις·

‣ αυτόµατη αναπαραγωγή βίντεο·

‣ µηχανισµοί καθηµερινής επιβράβευσης,
«σερί» (streaks) ή πόντοι που ωθούν τα παιδιά να
χρησιµοποιούν την εφαρµογή ή το παιχνίδι σε
καθηµερινή βάση.

Οι πλατφόρµες θα πρέπει να περιλαµβάνουν:

‣ εργαλεία που βοηθούν τα παιδιά και τους
εφήβους να διαχειρίζονται τον χρόνο
τους στο διαδίκτυο, όπως φιλικές
υπενθυµίσεις για διαλείµµατα·

‣ ρυθµίσεις ασφαλείας, καθώς και εργαλεία
υποβολής αναφορών και ανατροφοδότησης τα
οποία οι νέοι χρήστες θα είναι εύκολο να
εντοπίσουν, να κατανοήσουν και να
χρησιµοποιήσουν·

‣ προσβασιµότητα για όλους, µεταξύ άλλων
και για παιδιά και εφήβους µε αναπηρία ή
πρόσθετες ανάγκες·

‣ σαφείς προειδοποιήσεις όταν τα παιδιά και οι
έφηβοι αλληλεπιδρούν µε εργαλεία
τεχνητής νοηµοσύνης (ΤΝ).

Παραχώρηση του ελέγχου στα παιδιά και στους εφήβους, αλλά µε καθοδήγηση
Τα παιδιά δεν θα πρέπει ποτέ να παρακινούνται να µειώσουν τις ρυθµίσεις ιδιωτικότητας, ασφάλειας και προστασίας. 
Εάν όµως επιθυµούν να εξατοµικεύσουν την εµπειρία τους, θα πρέπει να µπορούν να το κάνουν µε τρόπο ασφαλή 
και κατάλληλο για την ηλικία τους. 

Οι πλατφόρµες θα πρέπει:

‣ να επιτρέπουν στους νέους χρήστες να
προσαρµόσουν τις ρυθµίσεις ώστε να
ανταποκρίνονται στην ηλικία τους και την
ωριµότητά τους·

‣ να βεβαιώνονται ότι οι επιλογές τους παραµένουν
ίδιες ακόµη και µετά από επικαιροποιήσεις της
πλατφόρµας·

‣ να παρέχουν σαφείς, εύκολα κατανοητές
προειδοποιήσεις πριν καταστούν οι λογαριασµοί
τους λιγότερο ιδιωτικοί ή πριν βρεθούν σε κίνδυνο·

‣ να επιτρέπουν προσωρινές αλλαγές, όχι µόνο
µόνιµες·

‣ να ζητούν κατά διαστήµατα από τους νέους χρήστες
να επιβεβαιώνουν σηµαντικές επιλογές τους.

Γιατί είναι σηµαντικό αυτό: οι προεπιλεγµένες ρυθµίσεις 
βοηθούν τα παιδιά και τους εφήβους να παραµένουν 
ασφαλή και να διατηρούν τον έλεγχο, χωρίς να 
αισθάνονται υπερβολικά φορτισµένα ή εκτεθειµένα σε 
αναίτιους κινδύνους.

3. Συστάσεις

ε. ∆ιεπαφές: σχεδιάζοντας εύχρηστες και ασφαλείς πλατφόρµες
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3. Συστάσεις
στ.  Συστήµατα συστάσεων και λειτουργίες 
αναζήτησης: βοηθώντας τα παιδιά να διατηρούν 
τον έλεγχο 
Αναρωτηθήκατε ποτέ πώς οι εφαρµογές που χρησιµοποιείτε ως µέσα κοινωνικής 
δικτύωσης ή οι αγαπηµένες σας πλατφόρµες µε τηλεοπτικά προγράµµατα γνωρίζουν 
πάντοτε τι να σας δείξουν στη συνέχεια; Τα συστήµατα συστάσεων αποφασίζουν τι 
είδους προτάσεις περιεχοµένου ή επαφών θα εµφανιστούν στη ροή περιεχοµένου 
των χρηστών —ακόµη και στις σελίδες εξερεύνησης— ανάλογα µε τις αντιδράσεις 
«µου αρέσει» (likes) του χρήστη, καθώς και ανάλογα µε το τι έχει παρακολουθήσει, 
τι έχει επιλέξει ή τι έχει αποφασίσει να ακολουθεί στο παρελθόν.

Παρότι αυτό είναι χρήσιµο, µπορεί να οδηγήσει τα παιδιά και τους εφήβους στο να 
βλέπουν επιβλαβείς ή ακατάλληλες εικόνες, βίντεο, αναρτήσεις ή εµπορικά προϊόντα.
Οι πλατφόρµες θα πρέπει:

‣ να δείχνουν µόνο περιεχόµενο κατάλληλο για την ηλικία του
χρήστη·

‣ να περιορίζουν την ποσότητα των δεδοµένων που συλλέγονται και
χρησιµοποιούνται για τις συστάσεις·

‣ να δίνουν προτεραιότητα στις ενεργές επιλογές και στην
ανατροφοδότηση του χρήστη, όπως:

> «∆είξε µου λιγότερα/περισσότερα»,
> «∆εν θέλω να το βλέπω»,
> «∆εν µε ενδιαφέρει»·

‣ να µη βασίζονται υπερβολικά στην παθητική
ανατροφοδότηση, π.χ. στον χρόνο παρακολούθησης ή
περιήγησης·

‣ να εξηγούν γιατί προτάθηκε κάτι και πώς µπορούν οι χρήστες
να αλλάξουν τη σύσταση·

‣ να επιτρέπουν στους χρήστες να επαναφέρουν τη ροή
περιεχοµένου τους πλήρως και οριστικά·

‣ να διευκολύνουν την αναφορά ανεπιθύµητου περιεχοµένου
και να εγγυώνται ότι η ανατροφοδότηση του χρήστη αλλάζει
πραγµατικά το περιεχόµενο που του εµφανίζεται·

‣ να κάνουν όλες τις ρυθµίσεις του συστήµατος συστάσεων φιλικές
προς τα παιδιά και προσβάσιµες.

Οι λειτουργίες αναζήτησης θα πρέπει:

‣ να αποκλείουν επισφαλείς λέξεις ή hashtag·

‣ να βοηθούν τα παιδιά και τους εφήβους να επιλέξουν τι
τους ενδιαφέρει περισσότερο.

Τα συστήµατα 
συστάσεων πρέπει να 

ενδυναµώνουν τα 
παιδιά, όχι να τα 
κατακλύζουν µε 

περιεχόµενο. Το να 
δίνουµε στους νέους 

χρήστες τη δυνατότητα 
να ελέγχουν τι βλέπουν 

τους βοηθά να 
δηµιουργήσουν πιο 

ασφαλείς και θετικές 
εµπειρίες στο 

διαδίκτυο.

Τι σηµαίνουν αυτοί οι 
όροι; 

Τοποθέτηση προϊόντος 
είναι όταν εµφανίζεται µια 
εµπορική ονοµασία ή ένα 
προϊόν σε ένα βίντεο ή 
ανάρτηση στο πλαίσιο 

προώθησης επί πληρωµή.

Σεντούκι θησαυρού 
(loot box) είναι ένα 

ψηφιακό αντικείµενο που 
δίνει τυχαίες ανταµοιβές 

και χρησιµοποιείται συχνά 
σε παιχνίδια.

Αγορά εντός 
εφαρµογής είναι κάτι 
που αγοράζεις µέσα σε 

µια εφαρµογή, όπως π.χ. 
επιπλέον λειτουργίες, 

περισσότερες ζωές, νέες 
εµφανίσεις για άβαταρ ή 

εικονικά νοµίσµατα.

ζ.  Εµπορικές πρακτικές: βοηθώντας τους νέους να 
κατανοήσουν τι προωθείται και πωλείται
Τα παιδιά και οι έφηβοι —ακριβώς όπως και οι ενήλικες— µπορεί να µη 
συνειδητοποιούν πάντοτε ότι κάτι είναι: 

‣ διαφήµιση·

‣ έµµεση προωθητική κίνηση·

‣ επί πληρωµή ανάρτηση κάποιου influencer.

Μπορεί επίσης να δυσκολεύονται να αντιληφθούν τον 
τρόπο µε τον οποίο οι εφαρµογές, τα παιχνίδια ή οι 
ιστότοποι προσπαθούν να µας πείσουν να ξοδέψουµε 
περισσότερο χρόνο ή χρήµατα. Αυτό µπορεί να µας οδηγεί 
σε περιττές αγορές, υπερβολικές δαπάνες ή σε συνήθειες 
που είναι δύσκολο να κοπούν. Οι πλατφόρµες θα πρέπει:

‣ να επισηµαίνουν κάθε είδους διαφηµιστικό και
χορηγούµενο περιεχόµενο µε σαφήνεια και συνέπεια
—ακόµη και τις τοποθετήσεις προϊόντων των influencers·

‣ να επανεξετάζουν τακτικά τις επισηµάνσεις των διαφηµίσεων και να 
ελέγχουν ότι οι επισηµάνσεις αυτές είναι ξεκάθαρες και 
αποτελεσµατικές για τα παιδιά και τους κηδεµόνες τους·

‣ να αποφεύγουν να διαφηµίζουν σε παιδιά και εφήβους προϊόντα και 
υπηρεσίες που θα µπορούσαν να βλάψουν την ιδιωτικότητα, την 
ασφάλεια ή/και την προστασία τους·

‣ να µοιράζονται ξεκάθαρα στοιχεία σχετικά µε τα κόστη και τις συνέπειες 
που προκύπτουν από:

> αγορές εντός εφαρµογών,
> εικονικά νοµίσµατα ή µάρκες,
> άλλες συναλλαγές·

‣ να αποφεύγουν τακτικές πίεσης όπως:
> αντίστροφη µέτρηση,
> µηνύµατα τύπου «αγόρασε τώρα»·

‣ να αποκλείουν την πρόσβαση σε οποιαδήποτε λειτουργία µοιάζει µε 
τυχερά παιχνίδια, όπως τα σεντούκια θησαυρού·

‣ να διασφαλίζουν ότι τα «δωρεάν» προϊόντα και υπηρεσίες δεν 
περιλαµβάνουν κρυφές αγορές·

‣ να εγγυώνται ότι οι διαφηµίσεις είναι κατάλληλες για την ηλικία 
των χρηστών·

‣ να προσαρµόζουν τους αλγόριθµους έτσι ώστε τα παιδιά να µην 
εκτίθενται σε διαφηµίσεις για πολλή ώρα ή υπερβολικά συχνά.

Γιατί είναι σηµαντικό αυτό: αυτά τα µέτρα µπορούν να βοηθήσουν 
στην προστασία των παιδιών και των εφήβων ώστε να µην 
εξαπατώνται ή πιέζονται να ξοδέψουν χρήµατα χωρίς να το θέλουν.
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3. Συστάσεις

θ.  Υποβολή αναφορών: διευκολύνοντας τους ανηλίκους να 
µιλήσουν και να αναζητήσουν βοήθεια
Μερικές φορές στο διαδίκτυο κάτι µπορεί να πάει στραβά. Μπορεί να δείτε 
κάτι που θα σας αναστατώσει, να υποστείτε εκφοβισµό ή να νιώσετε 
ανασφάλεια. Για τον λόγο αυτό, είναι σηµαντικό οι πλατφόρµες να 
εξασφαλίζουν πως θα είναι εύκολο για όλους να αναφέρουν 
προβλήµατα και να αναζητήσουν βοήθεια.

Οι πλατφόρµες θα πρέπει:

‣ να προσφέρουν σε κάθε χρήστη απλούς και
ξεκάθαρους τρόπους αναφοράς της
κακοποίησης, του εκφοβισµού ή του επιβλαβούς
περιεχοµένου (µεταξύ άλλων και σε άτοµα µε
αναπηρία)·

‣ να επιτρέπουν στους χρήστες να αποκλείουν,
να βάζουν σε σίγαση ή να περιορίζουν
σχόλια και αλληλεπιδράσεις µε άλλους χρήστες·

‣ να διασφαλίζουν ότι οι χρήστες δεν
προστίθενται αυτόµατα σε οµάδες, αλλά
µόνο µετά την αποδοχή σχετικής πρόσκλησης·

‣ να προσφέρουν γρήγορες και βοηθητικές
απαντήσεις σε χρήστες που αναφέρουν κάποιο
πρόβληµα και να δίνουν ανατροφοδότηση για
το τι συνέβη.

Χρειάζεστε βοήθεια για να 
αναφέρετε ανησυχητικό 

περιεχόµενο; 

Το δίκτυο των Κέντρων 
Ασφαλούς ∆ιαδικτύου σε 
ολόκληρη την Ευρώπη 

µπορεί να σας βοηθήσει! 

Ό,τι κι αν είναι αυτό για το 
οποίο νιώθετε την ανάγκη 

να µιλήσετε, θα σας 
προσφέρουν υποστήριξη, 

πρακτική βοήθεια, 
καθοδήγηση και θα σας 
ακούσουν µε προσοχή.

Ο έλεγχος 
περιεχοµένου δεν 
αφορά µόνο την 

αφαίρεση περιεχοµένου 
—αφορά τη δηµιουργία 
ενός ασφαλέστερου και 

µε περισσότερο 
σεβασµό διαδικτυακού 

χώρου για όλους.

η. Έλεγχος περιεχοµένου: ασφάλεια και σεβασµός στις πλατφόρµες
Έλεγχος περιεχοµένου είναι η εποπτεία και η αφαίρεση 
περιεχοµένου ή χρηστών που θα µπορούσαν να βλάψουν 
την ιδιωτικότητα, την ασφάλεια και την προστασία των 
παιδιών και των εφήβων, µεταξύ άλλων και τη συνολική 
σωµατική και ψυχική τους ευηµερία.

Πρόκειται για ένα σηµαντικό µέτρο που στοχεύει στην 
προστασία των χρηστών και την πρόληψη σοβαρών κινδύνων 
όπως ο εκφοβισµός, η έκθεση σε επιβλαβές περιεχόµενο ή η 
αθέµιτη προσέγγιση ανηλίκων (όταν κάποιος προσπαθεί να 
γίνει φίλος µε ένα παιδί ή έναν έφηβο / µια έφηβη ώστε να 
τον/την ξεγελάσει ή να τον/την κάνει να νιώσει άβολα).
Οι πλατφόρµες θα πρέπει:

‣ να ορίζουν ξεκάθαρα τι σηµαίνει
επιβλαβές περιεχόµενο και επιβλαβείς
συµπεριφορές·

‣ να εφαρµόζουν µια αποτελεσµατική
διαδικασία ώστε να αφαιρούν εγκαίρως
επιβλαβές ή παράνοµο περιεχόµενο
και λογαριασµούς·

‣ να εκπαιδεύουν τους επόπτες περιεχοµένου
ώστε να εντοπίζουν απειλές για παιδιά και
εφήβους, όπως η αθέµιτη προσέγγιση
ανηλίκων ή οι επικίνδυνες
προκλήσεις·

‣ να αφαιρούν παράνοµο ή επιβλαβές
περιεχόµενο χωρίς καθυστέρηση·

‣ να χρησιµοποιούν εργαλεία που θα
εµποδίζουν τους χρήστες να
παράγουν ή να διαµοιράζονται
επιβλαβές περιεχόµενο που έχει
δηµιουργηθεί µε ΤΝ·

‣ να επανεξετάζουν και να βελτιώνουν
τακτικά τον τρόπο µε τον οποίο
λειτουργούν τα συστήµατά τους για τον
έλεγχο περιεχοµένου.

Ο κατάλληλος έλεγχος περιεχοµένου βοηθά να δηµιουργηθεί 
ένας χώρος όπου τα παιδιά και οι έφηβοι θα αισθάνονται 
ασφάλεια και θα νιώθουν ότι τα σέβονται και τα 
υποστηρίζουν.

https://better-internet-for-kids.europa.eu/en/online-abuse-get-help-report-el
https://better-internet-for-kids.europa.eu/en/online-abuse-get-help-report
https://better-internet-for-kids.europa.eu/en/online-abuse-get-help-report
https://better-internet-for-kids.europa.eu/en/online-abuse-get-help-report-el
https://better-internet-for-kids.europa.eu/en/online-abuse-get-help-report-el
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Χρειάζεστε υποστήριξη 
ως γονέας ή 

κηδεµόνας; Στην Better 
Internet for Kids (BIK) 

Parent Corner θα βρείτε 
συµβουλές για να 

βοηθήσετε τα παιδιά 
σας να χτίσουν υγιείς 

ψηφιακές συνήθειες και 
να µάθουν να 

περιηγούνται µε 
ασφάλεια στον κόσµο 

του διαδικτύου.

ι. Εργαλεία για γονείς και κηδεµόνες
Οι γονείς και οι κηδεµόνες µπορούν να βοηθήσουν τα παιδιά και τους 
εφήβους να παραµείνουν ασφαλείς στο διαδίκτυο. Οι πλατφόρµες 
µπορούν να προσφέρουν εργαλεία που υποστηρίζουν αυτόν τον ρόλο, 
χωρίς να στερούν από τους νέους τα δικαιώµατά τους ή την 
ανεξαρτησία τους.
Εάν οι πλατφόρµες επιλέξουν εργαλεία γονικού ελέγχου 
συµπληρωµατικά προς τις υποχρεωτικές ρυθµίσεις ασφαλείας τους, 
αυτά τα εργαλεία θα πρέπει:

‣ να βασίζονται στην επικοινωνία και στην 
ενδυνάµωση, όχι στον έλεγχο·

‣ να σέβονται την ιδιωτικότητα παιδιών και 
εφήβων και να τους ειδοποιούν όταν ένας γονέας ή 
κηδεµόνας ενεργοποιεί τέτοια εργαλεία·

‣ να λειτουργούν σε όλες τις συσκευές και 
εκδόσεις λογισµικού·

‣ να είναι συµβατά µε τα υπάρχοντα εργαλεία 
γονικού ελέγχου, όπως αυτά που είναι 
ενσωµατωµένα σε τηλέφωνα ή εφαρµογές.

Τα εργαλεία για γονείς και 
κηδεµόνες µπορούν να 

βοηθήσουν τις οικογένειες 
να χτίσουν σχέσεις 
εµπιστοσύνης και 

υποστήριξης, αλλά δεν 
πρέπει σε καµία περίπτωση 

να αποτελούν µέσα 
παρακολούθησης, ούτε να 

παραβιάζουν τα 
δικαιώµατα των παιδιών. 
Επίσης, δεν θα πρέπει να 

αντικαθιστούν τα 
ενσωµατωµένα 

χαρακτηριστικά ασφαλείας 
της πλατφόρµας.

Ηλικία ψηφιακής συναίνεσης  
Η ηλικία στην οποία µπορείτε να ξεκινήσετε να χρησιµοποιείτε διαδικτυακές 
υπηρεσίες χωρίς να χρειάζεστε συναίνεση γονέα. Συνήθως είναι ανάµεσα στα 13 και τα 18 έτη, 
ανάλογα µε το τι ορίζουν οι νόµοι της χώρας σας, αλλά και ανάλογα µε τον τύπο υπηρεσίας.

4. Ποιος εξασφαλίζει ότι τηρούνται οι κανόνες της DSA;
Κάθε χώρα της ΕΕ διαθέτει Συντονιστή Ψηφιακών Υπηρεσιών [Digital Services 
Coordinator (DSC)] ο οποίος, σε συνεργασία µε την Ευρωπαϊκή Επιτροπή, επιβλέπει και 
παρακολουθεί πώς εφαρµόζεται η DSA από τις πλατφόρµες. 

Σαρώστε τον κωδικό QR για να µάθετε ποιος είναι ο DSC στη χώρα σας.

Σαρώστε τον κωδικό QR για να µάθετε ποιες είναι οι αξιόπιστες πηγές 
επισήµανσης παράνοµου περιεχοµένου στη χώρα σας.

Κάθε DSC µπορεί να διορίσει οργανισµούς που εξειδικεύονται στην ταυτοποίηση και 
την επισήµανση παράνοµου και επιβλαβούς περιεχοµένου. Οι οργανισµοί αυτοί 
αποκαλούνται αξιόπιστες πηγές επισήµανσης παράνοµου περιεχοµένου, και 
όταν κρούουν τον κώδωνα του κινδύνου, οι πλατφόρµες οφείλουν να δρουν άµεσα! 
Φανταστείτε τους ως διαιτητές που σφυρίζουν για να επισηµάνουν κάποιο πρόβληµα 
αµέσως µόλις το εντοπίσουν.

5. Τι θα συµβεί στη συνέχεια;
Η Ευρωπαϊκή Επιτροπή και τα κράτη µέλη της ΕΕ θα εξακολουθήσουν να διασφαλίζουν 
ότι οι πλατφόρµες τηρούν την DSA και να περιφρουρούν την ασφάλεια των παιδιών και 
των νέων στο διαδίκτυο. Ήδη συνεργάζονται µε τους εξής τρόπους:

‣ ελέγχουν εάν οι πλατφόρµες τηρούν τις
κατευθυντήριες γραµµές για την προστασία των
ανηλίκων σύµφωνα µε την DSA και προχωρούν σε
νοµικές ενέργειες όταν διαπιστώνονται παραβάσεις·

‣ δοκιµάζουν και αναπτύσσουν την εφαρµογή
επαλήθευσης ηλικίας της ΕΕ·

‣ καταρτίζουν ένα σχέδιο δράσης της ΕΕ κατά του
κυβερνοεκφοβισµού·

‣ αναλύουν µε ποιους τρόπους µπορεί να επηρεάσει
την ψυχική υγεία η χρήση των µέσων
κοινωνικής δικτύωσης από παιδιά και εφήβους.

3. Συστάσεις

https://better-internet-for-kids.europa.eu/en/learning-corner/parents-caregivers
https://better-internet-for-kids.europa.eu/en/learning-corner/parents-caregivers
https://better-internet-for-kids.europa.eu/en/learning-corner/parents-caregivers
https://better-internet-for-kids.europa.eu/en/learning-corner/parents-caregivers
https://digital-strategy.ec.europa.eu/el/policies/dsa-dscs
https://digital-strategy.ec.europa.eu/el/policies/trusted-flaggers-under-dsa
https://digital-strategy.ec.europa.eu/el/policies/dsa-dscs
https://digital-strategy.ec.europa.eu/el/policies/trusted-flaggers-under-dsa
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Αυτό το φυλλάδιο, το οποίο είναι κατάλληλο για όλη την οικογένεια, εξηγεί µε απλά λόγια τις κατευθυντήριες 
γραµµές της Ευρωπαϊκής Επιτροπής για την προστασία των ανηλίκων στο πλαίσιο του νόµου για τις ψηφιακές 
υπηρεσίες. ∆είχνει πώς οι διαδικτυακές πλατφόρµες πρέπει να προστατεύουν τα παιδιά και τους εφήβους, θέτοντας 
τα δικαιώµατά τους σε πρώτη προτεραιότητα, ενσωµατώνοντας την προστασία της ιδιωτικής ζωής και την 
ασφάλεια στον σχεδιασµό της πλατφόρµας, ελέγχοντας την ηλικία των χρηστών, καθιστώντας τις ρυθµίσεις 
ιδιωτικές, σχεδιάζοντας ασφαλείς διεπαφές, ελέγχοντας το επιβλαβές περιεχόµενο, διευκολύνοντας την αναφορά 
παραβάσεων και υποστηρίζοντας τους γονείς.

Κατεβάστε αυτό το 
φυλλάδιο από τη διεύθυνση:  
https://link.europa.eu/cgyKch

Πού µπορείτε να βρείτε περισσότερες πληροφορίες και βοήθεια;

Πλήρες κείµενο των 
κατευθυντήριων γραµµών της 
DSA για την προστασία των 
ανηλίκων

Ιστότοπος «Better Internet for Kids»

Είτε είστε παιδί ή έφηβος, είτε γονέας, κηδεµόνας ή εκπαιδευτικός, µπορείτε να επικοινωνήσετε 
µε το Κέντρο Ασφαλούς ∆ιαδικτύου της χώρας σας για να λάβετε υποστήριξη ή πληροφορίες για 
οποιοδήποτε θέµα σχετικά µε το διαδίκτυο.  
Πάντοτε θα υπάρχει κάποιος διαθέσιµος να σας βοηθήσει — µέσω τηλεφώνου, ηλεκτρονικού 
ταχυδροµείου ή ζωντανής συνοµιλίας— και είναι δωρεάν!

https://link.europa.eu/cgyKch
https://better-internet-for-kids.europa.eu/en/sic
https://eur-lex.europa.eu/legal-content/EL/TXT/?uri=OJ:C_202505519
https://better-internet-for-kids.europa.eu/en
https://eur-lex.europa.eu/legal-content/EL/TXT/?uri=OJ:C_202505519
https://eur-lex.europa.eu/legal-content/EL/TXT/?uri=OJ:C_202505519
https://better-internet-for-kids.europa.eu/en/sic
https://better-internet-for-kids.europa.eu/en/online-abuse-get-help-report-el
https://better-internet-for-kids.europa.eu/en
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https://digital-strategy.ec.europa.eu/el/library/digital-service-act-dsa-explained-what-online-platforms-should-do-keep-kids-and-teens-safe-online
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